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INTRODUCCION Y ALCANCE

AGORA INVEST, S.A. (en adelante el Grupo o AGORA) ha disefiado un Sistema de
Comunicaciones (en adelante SC), para todas las sociedades del Grupo (incluidas las
internacionales) segun se indica en el Anexo | al presente documento, que permitira a
los empleados y las demas personas indicadas mas adelante, informar sobre todos los
hechos que puedan ser constitutivos de infraccion de la normativa interna o estatal.

El SC se ha desarrollado siguiendo las obligaciones establecidas en la Ley 2/2023
reguladora de la proteccién de las personas informantes y de lucha contra la corrupcién.

LEGISLACION APLICABLE

El SCy todo lo relacionado con este sistema se regira, ademas de por lo establecido en
esta politica y otros documentos vinculados, por lo dispuesto en la siguiente normativa:

e Ley 2/2023, de 20 de febrero, reguladora de la proteccion de las personas que
informen sobre infracciones normativas y de lucha contra la corrupcion

e Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, d 27 de abiril
de 2016, relativo a la proteccion de las personas fisicas en lo que respecta al
tratamiento de datos personales y a la libre circulacion de estos datos (RGPD)

e Ley Organica 3/2018, de 5 de diciembre, de Proteccion de Datos Personal y
garantia de los derechos digitales (LOPD)

e Ley Organica 10/1995, de 23 de noviembre, del Cédigo Penal

e Circular 1/2016, de 22 de enero, sobre la responsabilidad penal de las personas
juridica conforme a la reforma del Cédigo Penal efectuada por la Ley Organica
1/2015

e Ley4/2023, de 28 de febrero, para la igualdad real y efectiva de las personas trans
y para la garantia de los derechos de las personas LGTBI

e También sera de aplicacion toda la normativa y legislacién correspondiente a
cada una de las sociedades del grupo domiciliada fuera de Espafia sin perjuicio
de la posibilidad de modificar y/o traducir el presente texto para cada una de
ellas si fuese necesario.

DEFINICIONES

Sistema de Comunicacién (SC): conjunto de procedimientos y herramientas para la
gestion de las comunicaciones internas que puedan ser constitutivas de infraccion penal
o administrativa grave o muy grave, o una infraccion de la normativa nacional o de la
Unidn Europea.

Canal de Denuncias (CD): mecanismo o instrumento a traves del cual se puede informar
sobre hechos constitutivos de una Infraccion. Puede ser interno o externo.




Canal Interno de Denuncias (CID): Mecanismo interno habilitado por el Grupo para la
gestion de las denuncias internas correspondientes. La herramienta desarrollada por el
proveedor externo es Sandas.

Canal Externo de Denuncias (CED): Mecanismo externo habilitado por las
administraciones publicas (en adelante AAPP) para realizar denuncias.

Informante: Persona fisica o juridica que denuncia con arreglo a esta politica y la
normativa vigente. En este sentido, podran denunciar a través del CID:

e Trabajadores y extrabajadores

e Autdbnomos

e Accionistas, participes y personas pertenecientes a érganos de administracion,
direccidén o supervision de cualquier sociedad del Grupo

e Personas que trabajen para o bajo la supervision y la direccién de contratistas,
subcontratistas y proveedores.

e Voluntarios, becarios y trabajadores en periodos de formacién con independencia
de si reciben remuneracion o no.

e Personas cuya relaciéon laboral todavia no haya comenzado, pero hubiera
conocido los hechos en la fase de seleccion o de negociacion precontractual.

e Cualesquiera otras personas relacionadas con cualquier sociedad, nacional o
internacional, o persona del Grupo dentro del marco de las relaciones
comerciales, profesionales y laborales que se originan.

Denunciado: persona fisica o juridica que ha sido denunciada con arreglo a esta politica
y la normativa vigente.

Represalias: acciones u omisiones que supongan un trato desfavorable hacia una persona
Unicamente por su condicion de Informante ya sea de forma directa o indirecta.

Organo Gestor (0G): Organo colegiado que asume como propias las funciones derivadas
del CID.

Responsable de la Investigacion (RI): Persona, o grupo de personas, encargada de realizar
las investigaciones necesarias en relacion a una denuncia concreta.

Responsable del Sistema Comunicacion: Persona u o6rgano colegiado encargado de
realizar las funciones derivadas del Sistema Interno de Informacion.

OBJETIVOS

La presente politica va dirigida a la determinacion de los principios de actuacion del
Grupo en cuanto a la gestion del SC con el objetivo de favorecer las denuncias y
comunicaciones sobre hechos que pudieran ser constitutivos de infraccion y asegurar
una proteccion total a los informantes de hechos que puedan constituir una infraccion
en los términos de la Ley 2/2023.



Concretamente el SC cumple con los principios de seguridad del denunciante,
confidencialidad e integridad de los datos personales. El Sistema implementado por el
Grupo cuenta ademas con un procedimiento de gestion de denuncias internas.

PRINCIPIOS DE ACTUACION

Para asegurar el correcto funcionamiento del SC y las maximas garantias de
confidencialidad, transparencia y accesibilidad, el SC se guiarad por los principios aqui
expresados.

Transparencia y publicidad

El acceso al CID, asi como a todos los documentos asociados a él (Politica del Sistema de
Comunicacion, y el Manual de Uso) estaran dispuestos de forma que sea facilmente
accesible a cualquier interesado.

Toda la informacién relativa al uso y funcionamiento del CID que pueda ser de interés
para los informantes se proporcionara de forma clara en la pagina web:
https://www.tradisa.com/ Cualquier intento de ocultacién del CID, asi como de
cualquiera de sus documentos asociados, podra ser constitutivo de infraccién.

Para conocer la informacién sobre el procedimiento a seguir, el Informante podra
dirigirse al Organo Gestor a través de la propia herramienta del CID, en la opcién
“Consulta”, o a través de la siguiente direccion de correo electrénico:
compliance@grupoagorainvest.com

Eleccidon

El informante podra escoger el canal de comunicacién (CID o CED) que mas le convenga.

En  cuanto al CID podra acceder a través del siguiente enlace:
https://cybersecurity.telefonica.com/sandasgrc/?organization=16E1BAD8-14F0-4DEO-
9FA5-0A5C274D6422

En cuanto al CED, el informante podra dirigirse a:

e Inspeccién laboral

e Agencia Espafiola de Proteccion de Datos

e Autoridad independiente de proteccion del informante AAl, una vez se
constituya

e Las autoridades u érganos autonémicos competentes, si los hay

e Instituciones u 6rganos de la UE, si los hay.

Seguridad del informante

Toda persona que haga uso del CID tendra derecho a su proteccion contra represalias,
siempre que concurran las siguientes circunstancias:


https://www.tradisa.com/
mailto:compliance@grupoagorainvest.com
https://cybersecurity.telefonica.com/sandasgrc/?organization=16E1BAD8-14F0-4DE0-9FA5-0A5C274D6422
https://cybersecurity.telefonica.com/sandasgrc/?organization=16E1BAD8-14F0-4DE0-9FA5-0A5C274D6422

a) Existan indicios razonables para pensar que la informacidén proporcionada es
veraz, aun cuando no se aporten pruebas concluyentes y que la citada
informacion entra dentro del ambito de aplicacién de la ley.

a) Y que la denuncia se haya realizado conforme a los requerimientos previstos en
las politicas del Grupo y, ulteriormente, en la Ley.

Cualquier acto o tentativa de represalia contra los informantes sera motivo de sancion.

No se considerara que los Informantes han infringido ninguna restriccion a la revelacion
de informacién y no incurrirdn en responsabilidad de ningun tipo, siempre y cuando
tuvieran motivos razonables para pensar que el acto denunciado pueda ser constitutivo
de infraccion. Todo ello sin perjuicio de las responsabilidades de caracter penal.

Confidencialidad

Los Informantes podran denunciar de forma completamente anénima. Para ello, el CID
ha sido desarrollado especificamente para que la informacion no sea revelada salvo que
el Informante asi lo decida.

El Organo Gestor y los Responsables de la Investigacién se comprometeran a guardar la
confidencialidad de todas las actuaciones y datos manejados en la gestion del CID.

La identidad del Informante solo podra ser comunicada, sin aceptacion expresa del
mismo, a las autoridades judiciales y administrativas competentes.

Informacion

En todo momento se respetaran los derechos de Informantes y denunciados,
concretamente:

a) A serinformado del proceso de investigacion y sus estatus
b) A su derecho a la presuncion de inocencia

¢) A su derecho de defensa

d) A suderecho al honor e intimidad

Obligatoriedad

Cualquier persona, interna o externa al Grupo, que sea conocedora de hechos que
puedan ser constitutivos de infraccién debera comunicarlo con la mayor prontitud a
través de los medios habilitados en esta politica o cualesquiera otras.

RESPONSABLE DEL SISTEMA

Se establece un Organo Gestor (en adelante OG) para cada grupo de sociedades que
radique en un pais distinto. Asi, se crea un OG para Espafia, otro para Francia, otro para
Alemania y otro para Rumania.



Todos los miembros del OG seran nombrados por el Consejo de Administracion de la
sociedad AGORA INVEST, S.A,, a propuesta del Comité de Compliance del Grupo por
unanimidad.

Esta propuesta deberd hacerse en atencion a la capacidad técnica y conocimientos
juridicos y laborales de la persona. En cualquier caso, en todos los OG debera haber, por
lo menos, dos miembros integrantes del Comité de Compliance de la sociedad AGORA
INVEST, S.A.

El OG actuara de forma colegiada y ejercerad su cargo con independencia y de forma
autdbnoma a los érganos de administracion del Grupo, no pudiendo recibir instrucciones
de ningun tipo en el desempefio de su actividad.

El OG asume como propias las funciones derivadas del CID, concretamente debera
administrar, asignar, gestionar y resolver las denuncias que lleguen a través de este
medio, asi como la propuesta de las sanciones que crea conveniente en cada caso,
ademas de supervisar el correcto funcionamiento del CID.

En cualquier caso, el Grupo debera dotar al OG de los medios personales y materiales
necesarios para llevar a cabo su actividad.

El Estatuto de los integrantes del OG se desarrolla de forma adicional al presente
documento.

PROCEDIMIENTO DE GESTION

En el CID, el informante podra no solo reportar por escrito los hechos ocurridos, sino que
podra hacerlo también mediante una grabacion de voz. Enviada la comunicacion, el
informante recibira un resguardo de la comunicacion realizada y se le asignara un cédigo
de identificacion a través del cual podra hacer seguimiento del estado de tramitacion de
su comunicacién, y comunicarse, incluso de forma andnima, con el gestor del caso.

Recibida la comunicacion se determinara si procede o no darle tramite. Para que las
denuncias puedan ser admitidas a tramite, y proceda a su investigacion, estas deberan
ser sobre hechos relativos a cualquier sociedad o persona del Grupo y estar lo
suficientemente fundadas en hecho o derecho. Se podra requerir, si fuera necesario, la
colaboracion de otras areas de la compafiia, garantizandose la presuncién de inocencia
de las personas afectadas. La conclusion de la investigacién puede dar lugar al archivo o
a los efectos disciplinarios que se consideren una vez trasladados los hechos al area
afectada, si se acredita la existencia de la infraccion.

PROTECCION DE DATOS

EICDy el OG no solicitaran datos que permitan la identificacion del informante y deberan
contar con medidas técnicas y organizativas adecuadas para preservar la identidad y
garantizar la confidencialidad de los datos correspondientes a las personas afectadas y



a cualquier tercero que se mencione en la informaciéon suministrada, especialmente la
identidad del informante en caso de que se hubiera identificado.

El acceso a los datos personales contenidos en el Sistema quedara limitado, dentro del
ambito de sus competencias y funciones, exclusivamente a:

- EIOGYy losRI.

- El responsable de recursos humanos, solo cuando pudiera proceder la adopcién
de medidas disciplinarias contra un trabajador.

- El responsable de los servicios juridicos, si procediera la adopcion de medidas
legales.

- El Delegado de Proteccién de Datos o el Comité, en su caso.
- Los encargados del tratamiento que eventualmente se designen

No se recopilaran datos personales cuya pertinencia no resulte necesaria en la
investigacion de los hechos y, si se recopilan, se eliminaran sin dilacién indebida.
Tampoco se recopilaran datos de categoria especial, y si llegasen a incluirse por el
denunciante en la comunicacién efectuada a través del Sistema de Comunicacion se
procedera a su inmediata supresion, sin que se proceda al registro y tratamiento
posterior de los mismos, salvo en el caso de que dichos datos fueran necesarios para la
investigacion.

La finalidad del tratamiento de los datos personales sera la gestion y tramitacion de las
correspondientes denuncias recibidas a través del Canal de comunicaciones y no sera
utilizado para otras finalidades distintas o incompatibles.

Los tratamientos de datos derivados de la aplicacion de esta politica, seran los
estrictamente necesarios para garantizar el cumplimiento de la misma y, en todo caso,
legitimado por el cumplimiento de una obligacién legal y/o en cumplimiento de una
mision realizada en interés publico, garantizando la confidencialidad de los datos del
informante manteniéndolos andnimos, sin comunicarlos a terceros, salvo que su
identificacion constituya una obligacion necesaria y proporcionada impuesta por el
derecho de la UE o nacional en el contexto de una investigacion llevada a cabo por las
autoridades nacionales o en el marco de un proceso judicial, en cuyo caso debera
comunicarse a las autoridades competentes en el asunto.

En su caso, los datos seran comunicados a un proveedor que, actuando como encargado
del tratamiento, garantizara la adecuada gestion de las denuncias recibidas. Asimismo,
los datos seran comunicados a las autoridades competentes para la investigacion penal
o administrativa que hubiera de realizarse.

Los datos personales seran conservados durante el tiempo imprescindible para decidir
sobre la procedencia de iniciar una investigacion sobre los hechos informados. Si los
datos resultasen ser de trascendencia para la investigacion se mantendran durante los
pazos establecidos en la normativa interna y externa de aplicacién. Transcurridos estos



plazos se procedera a su eliminacidén del canal, pero podran permanecer bloqueados
cuando sea necesario para evidenciar el funcionamiento del modelo de prevencion de
delito o cuando pueda ser requerido por la autoridad competente para el inicio de la
correspondiente investigacion de los hechos.

En todo caso, transcurridos tres meses desde la recepcién de la comunicacion sin que se
hubiesen iniciado actuaciones de investigacion, debera procederse a su supresion, salvo
que la finalidad de la conservacion sea dejar evidencia del funcionamiento del sistema.

Las denuncias a las que no se haya dado curso solamente podran constar de forma
anonimizada.

Para mas informacion sobre el tratamiento de sus datos o como ejercitar sus derechos
puede dirigirse a nuestra Politica de Privacidad.

APROBACION

La presente politica esta sometida a la aprobacion del Consejo de Administracion de la
sociedad AGORA INVEST, S.L,, el cual velara por su correcta y eficiente aplicacion.

Este documento estara vigente hasta que no se actualice, revise o derogue, debiendo ser
revisado periédicamente y, especialmente, cuando se produzcan actualizaciones
legislativas referentes al objeto de esta politica.


https://www.tradisa.com/privacy-policy/

ANEXO [|. SOCIEDADES DEL GRUPO AGORA
INVEST

A continuacion, se listan las sociedades a las cuales se les aplica la Politica del Sistema
de Comunicaciones del Grupo Agora Invest:

e AGORA INVEST, S.A.

e TRADISA OPERADOR LOGISTICO, S.L.
e TRADISA LOGICAUTO, S.L.U.

e ARTRA ALQUILER DE VEHICULOS, S.L.
e TRADISA LOGICARGO, S.L.

e ARKETIPO REAL ESTATE, S.L.

e SERCO, S.L

e TRAMOSA FRANCES, SAS

e TRADISA AUTOMOTIVE, GmbH

e TRADISA ROMANIA, S.L.

e TRADICARGO AUTOLOGISTIC LTDA



